Polityka prywatnosci

CELL.KOMUNIKACIJA Sp. z 0.0., dziatajagca pod nazwg WW IQ Test (1gcznie zwana ,WW IQ Test”, ,my”, ,nas” lub
.Spotka”) szanuje prywatnos¢ uzytkownikdéw swojej strony internetowe;j (,Uzytkownik(éw)” lub ,Ty") i
zobowigzuje sie do ochrony danych osobowych Uzytkownikéw. Uwazamy, ze masz prawo wiedzie¢, jakie sg nasze
praktyki dotyczgce informacji, ktére mozemy gromadzic i wykorzystywac o Tobie podczas korzystania z naszej

strony internetowej pod adresem https://pl.wwiqtest.com/ i jej subdomen (tgcznie ,Strona”). Prosimy o

doktadne zapoznanie sie z ponizszymi informacjami, aby zrozumiec poglady i praktyki WW IQ Test dotyczgce
Twoich danych osobowych oraz sposdb, w jaki WW IQ Test bedzie je przetwarzac. Pojecia pisane wielkg literg,
ktore nie sg tu zdefiniowane, majg znaczenie nadane im w naszych Warunkach uzytkowania pod adresem

https://pl.wwiqtest.com/terms-conditions/, ktére stanowig integralng czes¢ niniejszej Polityki Prywatnosci.
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1) Kim jestesmy

Administrator danych. Administratorem Twoich danych osobowych jest CELL.LKOMUNIKACIJA Sp. z 0.0.
siedzibg w Krakowie, Polska (,WW IQ Test”, ,my”, ,nas” lub ,Spétka”).

Zakres niniejszej polityki. Niniejsza Polityka Prywatnosci dotyczy korzystania z serwisu https://pl.wwiqgtest.com/

oraz jego subdomen, a takze ustug swiadczonych za posrednictwem Strony, w tym wynikow testow WW IQ Test

(np. wynik 1Q, certyfikat, raporty) oraz ustugi treningu mézgu IQBooster (tgcznie ,Ustugi”).

Powigzanie z naszymi Warunkami. Niniejsza Polityka Prywatnosci stanowi cze$¢ naszych Warunkéw

uzytkowania dostepnych pod adresem https://pl.wwiqtest.com/terms-conditions/.

Zasieg globalny; powiadomienie dla Kalifornii. Niniejsza polityka ma zastosowanie globalne. Mieszkancy
Kalifornii powinni rowniez zapoznac sie z Powiadomieniem o prywatnosci dla Kalifornii (Sekcja 12)

zawierajgcym informacje zgodne z prawem stanu Kalifornia.
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Zakres wytaczen. Niniejsza polityka nie dotyczy stron internetowych, ustug ani platform ptatniczych oséb trzecich,
ktore nie sg przez nas kontrolowane (np. niezaleznych operatordow ptatnosci). Ich praktyki w zakresie prywatnosci

regulowane sg odrebnymi politykami.

2) Kluczowe definicje

o Dane osobowe — wszelkie informacje identyfikujgce lub umozliwiajgce identyfikacje osoby fizycznej (np. imie,
e-mail, adres IP, identyfikator konta, historia zakupdéw, wyniki testéw, zapisy wsparcia).

e Przetwarzanie — jakiekolwiek operacje wykonywane na danych osobowych, takie jak zbieranie,
rejestrowanie, organizowanie, przechowywanie, wykorzystywanie, ujawnianie, przesytanie lub usuwanie.

o Administrator / Podmiot przetwarzajacy — zgodnie z RODO: Administrator okresla cele i sposoby
przetwarzania danych osobowych; Podmiot przetwarzajgcy przetwarza dane osobowe w imieniu
Administratora na podstawie umowy.

e Dostawca ustug — zgodnie z prawem Kalifornii, podmiot przetwarzajgcy dane osobowe dla celu
biznesowego w naszym imieniu, ktory umownie nie moze uzywac danych do innych celéw (odpowiednik
podmiotu przetwarzajgcego w RODO).

e Strona trzecia / Niezalezny administrator — podmiot, ktéry nie jest naszym dostawcg ustug i samodzielnie
okresla cele/sposoby przetwarzania danych (np. niektére platformy ptatnicze jak PayPal, dziatajgce we
wtasnym imieniu).

e Sprzedaz (Kalifornia) — ujawnienie lub udostepnienie danych osobowych stronie trzeciej w zamian za
wynagrodzenie pieniezne lub inne korzysci, zgodnie z definicjg prawa kalifornijskiego.

e Udostepnianie (Kalifornia) — ujawnienie lub udostepnienie danych osobowych stronie trzeciej w celach
reklamy kontekstowej (na podstawie aktywnosci w réznych serwisach), niezaleznie od tego, czy nastepuje
zaptata.

o Reklama ukierunkowana — wyswietlanie reklam na podstawie Twojej aktywnosci w réznych, niezaleznych
witrynach, aplikacjach lub ustugach w czasie (tzw. reklama kontekstowa).

e Wrazliwe dane osobowe (WDO) — okreslone dane uznane za wrazliwe zgodnie z prawem Kalifornii/RODO
(np. dane logowania do konta, doktadna lokalizacja, numery identyfikacyjne, dane konta bankowego, dane
zdrowotne/biometryczne). Opis przetwarzania WDO znajduje sie w sekcjach 3-5i 12.

o Pliki cookie / technologie Sledzgce — mate pliki, piksele, SDK lub podobne technologie przechowywane w
urzadzeniu/przeglgdarce w celu zapewnienia podstawowych funkcji, analityki, bezpieczenstwa, zapobiegania
oszustwom i (jesli dotyczy) reklamy. Twoje wybory opisano w Ustawieniach plikéw cookie oraz w sekgcji 6.

e Preferencje plikéw cookie/SDK — Twoje wybory w naszym narzedziu zgody, ktore kontrolujg stosowanie
nieistotnych plikéw cookie/SDK (np. analitycznych, reklamowych).

3) Jakie dane zbieramy

Gromadzimy ponizsze rodzaje informacji podczas korzystania ze Strony i Ustug, kontaktu z nami lub innych
interakcji. Czes¢ danych pochodzi bezposrednio od Ciebie, czes¢ jest zbierana automatycznie z Twojego

urzgdzenia/przegladarki, a cze$¢ pochodzi od dostawcdw ustug (np. ptatnosci, analityka).

‘ 3.1 Dane przekazane przez Ciebie

Dane konta i kontaktowe. Imie, adres e-mail, dane logowania (patrz WDO), preferencje komunikacyjne.
Udziat w tescie i wyniki. Dane dotyczgce Twojego udziatu w WW IQ Test (np. pytania, wybrane odpowiedzi,
czas testu) oraz wyniki, takie jak wynik IQ, szczegdty certyfikatu, raporty.

Komunikacja wsparcia. Wiadomosci wysytane przez formularze lub e-mail (w tym numery identyfikacyjne
testow) oraz nasza korespondencja z Tobg w celach jakosciowych i obstugowych.

Preferencje marketingowe. Twoje subskrypcje, wypisania i ustawienia dotyczgce marketingu.



3.2 Dane zbierane automatycznie (urzadzenie, uzycie, pliki cookie)

o Dane techniczne urzadzenia. Typ/przegladarka, system operacyjny, rozdzielczos¢ ekranu, jezyk,
identyfikatory urzadzen (np. adres IP, ID pliku cookie), logi diagnostyczne.

o Dane o uzyciu. Ogladane strony, klikniecia, czas spedzony na stronie, strony odsytajgce/wyjsciowe,
aktywnos¢ w ramach Strony i Ustug.

e Przyblizona lokalizacja. Na podstawie IP w celach bezpieczenstwa, lokalizacji ustug i analityki. Nie zbieramy
doktadnej lokalizacji GPS.

o Pliki cookie/SDK. My i nasi dostawcy ustug uzywamy plikéw cookie, pikseli, znacznikdéw i podobnych
technologii dla podstawowych funkgji, bezpieczenstwa, analityki i reklamy. Zobacz Sekcje 6 oraz Ustawienia
plikéw cookie.

3.3 Dane dotyczgce zakupow i ptatnosci

e Przetwarzanie ptatnosci. Jesli dokonujesz zakupu, ptatno$¢ obstugujg nasi dostawcy ptatnosci (np. Stripe,
SolidGate, PayPal). Nie przechowujemy peinych numeréw kart ptatniczych w naszych systemach. Mozemy
otrzymac tokeny referencyjne, metadane transakcji oraz (jesli dotyczy) ostatnie cztery cyfry karty w celach
rejestracyjnych, bezpieczenstwa i wsparcia. Niektorzy dostawcy (np. PayPal) dziatajg jako niezalezni
administratorzy — ich przetwarzanie danych regulujg ich wtasne polityki prywatnosci.

3.4 Dane z innych Zzrodet

e Dostawcy ustug i partnerzy. Mozemy otrzymywad ograniczone dane z narzedzi analitycznych,
antyfraudowych lub wsparcia (np. zbiorcze dane uzycia, diagnostyka btedéw, lokalizacja z IP).

e Zrédta publiczne lub komercyjne. W zakresie dozwolonym przez prawo mozemy uzupetnia¢ nasze dane
informacjami publicznie dostepnymi lub komercyjnymi w celu zapewnienia doktadnosci, zapobiegania
oszustwom lub ulepszania Ustug.

‘ 3.5 Wnioski, ktore tworzymy

e Wnioski dotyczace ustug. Mozemy tworzy¢ wnioski na podstawie Twojej aktywnosci (np. grupowanie
wynikéw, tworzenie raportow). Nie wykorzystujemy tych wnioskéw do podejmowania decyzji wywotujgcych
skutki prawne lub podobnie istotne.

‘ 3.6 Wrazliwe dane osobowe (WDO)

 Jakie dane uznajemy za WDO. Mozemy przetwarza¢ dane logowania do konta i hasto, ktére sg uznawane
za wrazliwe dane osobowe zgodnie z niektorymi przepisami.

e Cel i ograniczenia. Uzywamy WDO wytagcznie do dozwolonych celéw, takich jak uwierzytelnianie,
bezpieczenstwo i zapobieganie oszustwom. Nie wykorzystujemy WDO do wnioskowania o Twoich cechach.

e Czego nie zbieramy. Nie zbieramy numeréw dokumentdéw tozsamosci, doktadnych danych lokalizacyjnych
ani danych szczegdlnej kategorii (np. zdrowotnych, biometrycznych).

e Nie oferujemy opcji ,,Ogranicz uzycie moich wrazliwych danych osobowych”, poniewaz wykorzystujemy
WDO wytagcznie do celéw dozwolonych (uwierzytelnianie/bezpieczenistwo/oszustwa) i nie uzywamy ich do
tworzenia profili.

3.7 Dane taczone; odwotania do innych sekcji



Mozemy tgczy¢ informacje opisane powyzej (np. dane urzgdzenia z danymi konta), gdy jest to niezbedne do
dziatania, bezpieczenstwa i ulepszania Ustug. Wszelkie dane nieosobowe potgczone z danymi osobowymi beda
traktowane jako dane osobowe, dopdki takie powigzanie istnieje. Dodatkowe informacje o wykorzystaniu,
udostepnianiu, przechowywaniu i przekazywaniu danych znajdujg sie w Sekcjach 5-9, a szczegdty dotyczace
Kalifornii (w tym mapowanie kategorii danych za ostatnie 12 miesiecy) w Sekcji 12 (Powiadomienie o

prywatnosci dla Kalifornii).

4) Zr6dta danych osobowych

Pozyskujemy dane osobowe z nastepujgcych zrédet:

4.1 Bezposrednio od Ciebie. Dane przekazywane podczas korzystania z Ustug (np. udziat w tescie, zagdanie
wynikéw, tworzenie konta), kontaktu z nami (formularze, e-mail), ustawiania preferencji marketingowych lub

korzystania z pomocy technicznej.

4.2 Automatycznie z Twojego urzadzenia/przegladarki. Dane techniczne i dotyczgce uzytkowania (np. adres IP,
przegladarka, jezyk, klikniecia, znaczniki czasu) oraz pliki cookie/SDK stosowane w celach funkcjonalnych,

bezpieczenstwa, analityki i reklamy. Patrz Sekcja 6 i Ustawienia plikow cookie.

4.3 Dostawcy ptatnosci. W przypadku dokonania zakupu otrzymujemy ograniczone metadane ptatnosci od
naszych dostawcow (Stripe, SolidGate, PayPal). Nie otrzymujemy ani nie przechowujemy petnych numerdéw kart.
Niektorzy dostawcy (np. PayPal) dziatajg jako niezalezni administratorzy; ich zasady okreslajg ich wiasne polityki

prywatnosci.

4.4 Dostawcy ustug (podmioty przetwarzajgce). Dostawcy wspierajgcy dziatanie i bezpieczenstwo Ustug — tacy
jak hosting/CDN, analityka, antyfraud, monitorowanie bezpieczenstwa, obstuga klienta i dostarczanie

wiadomosci e-mail — mogg przekazywac nam zagregowane dane, diagnostyke btedéw lub sygnaty o oszustwach.

4.5 Kanaty wsparcia i komunikacji. Zbieramy informacje zawarte w wiadomosciach, ktére do nas wysytasz (w tym

identyfikatory zamowien/testow) i mozemy otrzymywac powigzane metadane z naszych systemow obstugi.

4.6 Zrédta publiczne/komercyjne. W zakresie dozwolonym przez prawo mozemy uzupetnia¢ nasze dane
informacjami z rejestréw publicznych lub komercyjnych (np. dopasowanie IP do regionu) w celu zapewnienia

doktadnosci, zapobiegania oszustwom lub ulepszania Ustug.

4.7 Logowanie przez zewnetrzne konta (jesli stosowane). Jesli korzystasz z logowania zewnetrznego lub SSO,
otrzymujemy dane konta udostepnione przez tego dostawce (np. e-mail, imie) zgodnie z Twoimi ustawieniami i

politykg prywatnosci dostawcy.

4.8 Dane taczone. Mozemy tgczy¢ dane z powyzszych zrédet (np. dane urzagdzenia z danymi konta), jesli jest to
konieczne do dziatania, bezpieczenistwa i ulepszania Ustug. Dane nieosobowe powigzane z danymi osobowymi sg

traktowane jako dane osobowe, dopdki takie powigzanie istnieje.

5) Jakie s3g cele zbhierania i przetwarzania

informac;ji?



Wykorzystujemy Dane Osobowe w celu obstugi, zabezpieczenia i ulepszania Ustug. Dla kazdego celu ponizej
wskazujemy gtowng podstawe prawng RODO (oraz - jesli dotyczy - dodatkowe podstawy, ktére mogg miec

zastosowanie w okreslonym kontekscie).

5.1 Swiadczenie Ustug (testy/wyniki), obstuga konta i realizacja zakupéw/subskrypcji

Przyktady: administrowanie testami; generowanie i dostarczanie wynikéw, certyfikatow lub raportéw IQ;
zapewnienie dostepu do IQBooster; utrzymanie profilu i ustawien; przetwarzanie zamdwien i odnowien; wysytanie
wiadomosci serwisowych/transakcyjnych (np. potwierdzenia ptatnosci lub aktywacji wersji probnej).

Podstawa prawna: Umowa (art. 6 ust. 1 lit. b)); Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)) w zakresie

dziatarn pomocniczych (np. ciggtos¢ Swiadczenia ustug, zanim zostanie zawarta umowa).

5.2 Obstuga klienta i komunikacja

Przyktady: odpowiadanie na zapytania, rozwigzywanie problemdw, obstuga reklamacji i zwrotow (jesli
uprawnione), przekazywanie istotnych informacji o zmianach w Ustugach, Regulaminie lub Polityce prywatnosci.
Podstawa prawna: Umowa (art. 6 ust. 1 lit. b)) w zakresie korzystania z Ustug/zakupéw; Prawnie uzasadnione

interesy (art. 6 ust. 1 lit. f)) w zakresie ogdlnego wsparcia i zapewnienia jakosci.

5.3 Bezpieczenstwo, zapobieganie oszustwom i wykrywanie naduzy¢

Przyktady: uwierzytelnianie logowan; ochrona kont; wykrywanie i zapobieganie oszustwom, spamowi lub
naduzyciom; monitorowanie i egzekwowanie Regulaminu; ochrona Ustug i uzytkownikéw.

Podstawa prawna: Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)) w celu zapewnienia bezpieczenstwa Ustug;
Obowiagzek prawny (art. 6 ust. 1 lit. ¢)) w zakresie wymogdw prawnych dotyczgcych bezpieczenstwa i

przeciwdziatania oszustwom.

5.4 Analityka, wydajnosc i ulepszanie Ustug

Przyktady: pomiar uzycia; diagnozowanie bteddéw; ulepszanie tresci, bazy pytan i doswiadczenia uzytkownika;
opracowywanie nowych funkgcji; tworzenie statystyk zbiorczych; testy A/B z uzyciem nieistotnych plikow
cookie/SDK wytgcznie za zgodg, jesli jest wymagana.

Podstawa prawna: Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)) dla podstawowych pomiardw i jakosci

Ustugi; Zgoda (art. 6 ust. 1 lit. a)) dla nieistotnych plikow cookie/SDK, gdy jest to wymagane prawem.

5.5 Personalizacja i wnioskowanie oparte na danych

Przyktady: tworzenie wnioskéw na podstawie Twojego udziatu w testach (np. segmenty oparte na wynikach) w
celu przygotowania raportu i dostosowania doswiadczenia w ramach Ustugi. Nie wykorzystujemy takich wnioskéw
do podejmowania decyzji wywotujgcych skutki prawne lub podobnie istotne.

Podstawa prawna: Umowa (art. 6 ust. 1 lit. b)) - do tworzenia zakupionych raportéw; Prawnie uzasadnione

interesy (art. 6 ust. 1 lit. f)) - do personalizacji nieistotnych elementdow Ustugi.

5.6 Marketing (tam, gdzie dozwolone) i komunikacja promocyjna

Przyktady: wysytanie e-maili o podobnych produktach; opcjonalne newslettery/promocje; pomiar skutecznosci
kampanii; (jesli dotyczy) wyswietlanie reklam wtasnych Ustug. Nieistotne pliki cookie/SDK dla reklam/retargetingu
uzywane sg tylko za zgodg, gdy jest to wymagane prawem.

Podstawa prawna: Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)) dla wiadomosci o podobnych produktach (z
mozliwoscig rezygnacji w kazdej chwili); Zgoda (art. 6 ust. 1 lit. a)) dla marketingu elektronicznego, gdy wymaga

tego prawo, oraz dla nieistotnych plikéw cookie/SDK reklamowych.

5.7 Ptatnosci, ksiegowos¢, podatki i zgodnos¢ z przepisami

Przyktady: przetwarzanie i zwroty ptatnosci (np. Stripe, SolidGate, PayPal); prowadzenie ewidencji transakgcji;



obstuga wnioskow konsumenckich; przestrzeganie obowigzkéw podatkowych i regulacyjnych.
Podstawa prawna: Umowa (art. 6 ust. 1 lit. b)); Obowigzek prawny (art. 6 ust. 1 lit. ¢)) - w zakresie podatkodw,
rachunkowosci i odpowiedzi na zgdania organow; Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)) - dla celéw

audytu i zgodnosci.

5.8 Ochrona naszych praw, bezpieczenstwa i intereséw prawnych

Przyktady: dochodzenie lub obrona roszczen; odpowiedZ na zgodne z prawem zgdania; zapobieganie szkodom;
reagowanie na incydenty bezpieczenstwa; egzekwowanie Regulaminu.

Podstawa prawna: Prawnie uzasadnione interesy (art. 6 ust. 1 lit. f)); Obowigzek prawny (art. 6 ust. 1 lit. c)),

jesli ma zastosowanie.

5.9 Zgoda - wycofanie zgody

Jesli przetwarzanie odbywa sie na podstawie zgody (np. dla nieistotnych plikdw cookie/SDK, okreslonych dziatan
marketingowych), mozesz wycofa¢ zgode w dowolnym momencie poprzez Ustawienia plikoéw cookie lub link
rezygnacji w naszych wiadomosciach (lub kontaktujgc sie z nami). Wycofanie zgody nie wptywa na zgodnos¢

wczesniejszego przetwarzania z prawem.

5.10 Dane wrazliwe (SPI) - ograniczone wykorzystanie
Mozemy przetwarza¢ dane logowania do konta i hasto (uznawane w niektérych jurysdykcjach za dane wrazliwe)
wytacznie w celach takich jak uwierzytelnianie, bezpieczenstwo i zapobieganie oszustwom. Nie

wykorzystujemy danych wrazliwych do wnioskowania o Twoich cechach osobistych.

5.11 Sprzeciw i wybory

Jesli przetwarzanie odbywa sie na podstawie prawnie uzasadnionych intereséw, masz prawo wnies¢ sprzeciw z
przyczyn zwigzanych z Twojg sytuacjg; uwzglednimy go, o ile nie istniejg nadrzedne uzasadnione podstawy lub
przetwarzanie nie jest konieczne do dochodzenia roszczen. Mozesz tez zarzadzad nieistotnymi plikami
cookie/SDK w Ustawieniach plikdw cookie oraz zrezygnowac z marketingu w dowolnym momencie przez link

rezygnacji lub kontakt z nami.

6) Pliki cookie, analityka i reklama

6.1 Czym sa te technologie.
My i nasi dostawcy ustug korzystamy z plikdw cookie i podobnych technologii (np. pikseli, znacznikdw, SDK,
lokalnej pamieci) (,Pliki cookie”), aby obstugiwac Strone, utrzymywac jej bezpieczenstwo, mierzy¢ wydajnos¢ oraz

— tam, gdzie jest to dozwolone — wspierac¢ analityke i dziatania reklamowe.

6.2 Rodzaje plikéw cookie, z ktérych korzystamy.

e Niezbedne (Scisle konieczne). Wymagane do dziatania Strony i zapewnienia funkgcji, o ktére prosisz (np.
logowanie, rownowazenie obcigzenia, bezpieczenstwo/zapobieganie oszustwom). Nie mozna ich wytgczy¢ w
naszych systemach.

e Analityczne/Wydajnosciowe. Pomagajg nam zrozumied, w jaki sposéb Strona jest uzywana (np. liczba
odston, dtugosc sesji, diagnostyka bteddéw), abySmy mogli ulepszac Ustuge.

e Funkcjonalne. Zapamietujg wybory (np. jezyk, region) i ulepszajg funkcje.

o Reklamowe/Marketingowe. Umozliwiajg nam (lub naszym partnerom) mierzenie skutecznosci kampanii
oraz, tam gdzie ma to zastosowanie, wyswietlanie reklam naszych Ustug, ktére mogg byc¢ bardziej
dopasowane do Twoich zainteresowan.

6.3 Twoje wybory.



o Ustawienia plikow cookie. Mozesz zarzgdzac niezbednymi plikami cookie w dowolnym momencie za
posrednictwem Ustawien plikéw cookie (link w nagtéwku/stopce lub w banerze).

o Kontrola przegladarki. Wiekszos¢ przeglagdarek pozwala blokowad lub usuwac pliki cookie. Jesli zablokujesz
niezbedne pliki cookie, niektore funkcje mogg nie dziata¢ poprawnie.

e Rezygnacja z analityki. Niektorzy dostawcy oferujg wtasne dodatki do przeglgdarek lub ustawienia
umozliwiajgce ograniczenie pomiardw (zobacz zasoby dostawcy, jesli dotyczy).

o Ustawienia mobilne. System operacyjny Twojego urzgdzenia moze oferowac ustawienia preferencji
reklamowych ograniczajgce sledzenie reklam.

6.4 Analityka i pomiar ustug.

Korzystamy z narzedzi analitycznych i diagnostycznych w celu generowania zagregowanych statystyk, poprawy
wydajnosci i rozwigzywania problemdw (na przyktad czaséw tadowania stron, uzycia funkgji, raportow o
awariach/btedach). Ci dostawcy dziatajg jako nasi podwykonawcy na podstawie uméw i nie mogg wykorzystywac

danych do wtasnych celdw.

6.5 Reklama i reklama behawioralna w réznych kontekstach.

Tam, gdzie jest to dozwolone, mozemy wspotpracowacd z partnerami reklamowymi lub pomiarowymi, aby (i)
mierzy¢ skuteczno$¢ naszych kampanii oraz (ii) wyswietla¢ reklamy naszych wiasnych Ustug, ktore sg bardziej
dopasowane do Twoich zainteresowan na podstawie aktywnosci w czasie i w réznych, niezaleznych
witrynach/aplikacjach (nazywane takze reklama behawioralng w réznych kontekstach lub reklama
ukierunkowang). Mozesz kontrolowac niezbedne pliki cookie reklamowe w Ustawieniach plikéw cookie.
Mieszka?cy Kalifornii: zobacz Sekcj? 12 (Powiadomienie o prywatno?ci w Kalifornii), aby uzyska? dodatkowe opcje,
w tym ??cze Nie sprzedawaj ani nie udost?pniaj moich danych osobowych oraz obs?ug? sygna?u preferenc;ji
rezygnacji.

6.6 Partnerzy i ujawnienia.

Wspdtpracujemy z kategoriami partnerdw, takimi jak: hosting/CDN, bezpieczenstwo/zapobieganie oszustwom,
zarzadzanie znacznikami, analityka/pomiary, monitorowanie btedéw, testy A/B, narzedzia obstugi klienta
oraz platformy reklamowe/marketingowe. Niektorzy partnerzy dziatajg jako nasi dostawcy ustug/podmioty
przetwarzajgce; inni (na przyktad niektére platformy ptatnicze) mogg dziata¢ jako niezalezni administratorzy
danych — zobacz ich polityki prywatnosci. Jesli opublikujemy liste dostawcéw, bedzie ona dostepna z poziomu

Ustawien plikow cookie lub naszej Strony.

6.7 Okres przechowywania.

Czas zycia plikdw cookie jest rozny. Pliki cookie sesyjne wygasajg po zamknieciu przeglgdarki; trwate pliki cookie
dziatajg dtuzej (np. miesigce), chyba ze usuniesz je wczesniej lub zmienisz preferencje w Ustawieniach plikéw
cookie. Konkretne okresy przechowywania sg widoczne w Twojej przeglagdarce lub w naszym narzedziu preferencji

plikdw cookie.

7) Udostepnianie danych osobowych stronom

trzecim

Nie sprzedajemy Twoich danych osobowych. Udostepniamy dane osobowe wytgcznie w sposdb opisany ponizej

oraz w zakresie niezbednym do obstugi, zabezpieczenia i ulepszania Ustug.

7.1 Nasz personel i podmioty powigzane (zasada potrzeby wiedzy).
Dane osobowe mogg by¢ dostepne dla personelu firmy i podmiotdw powigzanych na zasadzie potrzeby wiedzy w

celu obstugi Ustug, zapewnienia wsparcia oraz wykonywania dziatan opisanych w niniejszej Polityce. Wszyscy



pracownicy sg zobowigzani do zachowania poufnosci.

7.2 Dostawcy ustug / podmioty przetwarzajgce (na podstawie umowy).
Udostepniamy dane osobowe dostawcom, ktorzy przetwarzajg dane w naszym imieniu i na podstawie pisemnych
umow ograniczajgcych ich wykorzystanie danych osobowych do naszych instrukcji i zgodnie z obowigzujgcym

prawem. Typowe kategorie obejmuija:

e Hosting / CDN i infrastruktura (hosting strony, dostarczanie tresci, przechowywanie, kopie zapasowe)
Bezpieczenstwo i zapobieganie oszustwom (wykrywanie zagrozen, zapobieganie naduzyciom,
uwierzytelnianie)

Analityka / pomiary i diagnostyka (metryki uzycia, raportowanie btedéw/awarii)

Obstuga klienta i komunikacja (helpdesk, dostarczanie wiadomosci e-mail/SMS)

Ptatnosci i logistyka rozliczen (tokenizowane odniesienia ptatnosci, metadane fakturowania)

7.3 Niezalezni administratorzy / strony trzecie.

Niektdérzy partnerzy dziatajg jako niezalezni administratorzy danych i przetwarzajg dane osobowe do wtasnych
celédw zgodnie ze swoimi politykami prywatnosci. Przyktady obejmujg niektore platformy ptatnicze (np. PayPal)
oraz, tam gdzie ma to zastosowanie, platformy reklamowe/pomiarowe. Korzystajgc z takich ustug, akceptujeszich

warunki i polityki prywatnosci dotyczgce przetwarzania Twoich danych.

7.4 Zgodnosc¢ z prawem i ochrona.

Mozemy ujawniac¢ dane osobowe, jesli w dobrej wierze uznamy, ze jest to konieczne, aby: (i) przestrzegac
obowigzujgcego prawa, regulacji, procesu prawnego lub zgdania organu rzgdoweqo; (ii) egzekwowac nasze
Warunki, chronic¢ naszg dziatalnos¢ lub prawa, bgdz bronic sie przed roszczeniami; (iii) wykrywaé, zapobiegac lub
rozwigzywac przypadki oszustw, zagrozen bezpieczenstwa lub problemdow technicznych; lub (iv) chronié prawa,

wtasnosc lub bezpieczenstwo Firmy, naszych uzytkownikéw badz spoteczenstwa.

7.5 Transakcje korporacyjne.

Mozemy udostepniac lub przekazywac¢ dane osobowe w zwigzku z faktycznym lub planowanym potgczeniem,
przejeciem, finansowaniem, reorganizacjg, sprzedazg aktywow lub postepowaniem upadtosciowym. Tam,
gdzie jest to prawnie wymagane, poinformujemy Cie i podejmiemy odpowiednie kroki, aby zapewnic, ze odbiorca

przestrzega niniejszej Polityki lub zapewnia réwnowazny poziom ochrony.

7.6 Dane zagregowane lub zanonimizowane.
Mozemy udostepnia¢ zagregowane statystyki lub zanonimizowane informacje, ktére nie identyfikuja
uzytkownika, w celach badawczych, analitycznych lub w celu ulepszania ustug. Utrzymujemy i wykorzystujemy

takie informacje w sposob zapobiegajgcy ponownej identyfikacji osob.

7.7 Transfery miedzynarodowe.
Niektérzy odbiorcy mogg znajdowac sie poza Twojg jurysdykcja (na przyktad dostawcy ustug w Stanach
Zjednoczonych). Zobacz Sekcje 8 (Miedzynarodowe transfery danych), aby dowiedziec sie, jak chronimy dane

podczas transferéw transgranicznych.

7.8 Reklama i reklama behawioralna w réznych kontekstach.

W przypadku wspotpracy z partnerami reklamowymi lub pomiarowymi opisujemy te dziatania i Twoje wybory w
Sekcji 6 (Pliki cookie, analityka i reklama). Mieszkancy Kalifornii powinni réwniez zapoznac sie z Sekcjg 12
(Powiadomienie o prywatnosci w Kalifornii), aby uzyskac informacje o opcjach ,Nie sprzedawaj ani nie

udostepniaj” oraz o obstudze sygnatéw preferencji rezygnacji.



8) Miedzynarodowe transfery danych

8.1 Gdzie przetwarzane sg Twoje dane.

Nasza siedziba znajduje sie w Unii Europejskiej (Polska). Ustugi sg gtdwnie hostowane w UE. Niektorzy
dostawcy ustug oraz niezalezni partnerzy (na przyktad niektére platformy ptatnosci, analityki, wsparcia
technicznego lub bezpieczenstwa) mogg przetwarza¢ Dane Osobowe poza Twoim krajem, w tym w krajach, ktore

moga nie zapewniac takiego samego poziomu ochrony danych jak Twoja jurysdykcja (np. Stany Zjednoczone).

8.2 Zabezpieczenia transferéw transgranicznych (RODO/EOG).
Gdy przekazujemy Dane Osobowe z EOG do kraju, ktéry nie posiada decyzji stwierdzajgcej odpowiedni poziom

ochrony, wdrazamy odpowiednie zabezpieczenia, takie jak:

o Standardowe Klauzule Umowne UE (SCC) z odbiorcami, obejmujgce wymogi dotyczgce dalszego
przekazywania danych; oraz

« Srodki uzupetniajgce tam, gdzie to konieczne (np. szyfrowanie danych podczas przesytania i
przechowywania, $cista kontrola dostepu, minimalizacja danych oraz weryfikacja dostawcéw).

W odpowiednich przypadkach mozemy rowniez polegac na decyzji stwierdzajgcej odpowiedni poziom ochrony

(na przyktad uczestnictwo odbiorcy w EU-U.S. Data Privacy Framework) dla okreslonych transferow.

8.3 Transfery danych z Wielkiej Brytanii (jesli dotyczy).

Jesli w przysztosci bedziemy kierowac nasze ustugi do mieszkancow Wielkiej Brytanii i przekazywac¢ Dane Osobowe
z Wielkiej Brytanii do krajéw trzecich, zastosujemy UK IDTA lub UK Addendum do Standardowych Klauzul
Umownych UE (oraz Srodki uzupetniajgce, jesli bedzie to konieczne), lub bedziemy polega¢ na regulacji o

adekwatnosci Wielkiej Brytanii, jesli ma zastosowanie.

8.4 Inne podstawy prawne dla okreslonych transferéw.
W ograniczonych sytuacjach mozemy opierac sie na odstepstwach dozwolonych przez prawo (np. wykonanie

umowy na Twoje zgdanie, ustalenie/dochowanie/obrona roszczen prawnych lub Twoja wyrazna zgoda).

8.5 Jak uzyskac informacje o naszych zabezpieczeniach transferowych.
Mozesz sie z nami skontaktowac (zob. Sekcja 15), aby uzyska¢ wiecej informacji o zabezpieczeniach, ktore
stosujemy w przypadku transferéw transgranicznych, lub otrzymac kopie odpowiednich Standardowych Klauzul

Umownych (zredagowang w celu ochrony poufnych warunkdéw).

8.6 Nadzoér nad dostawcami.
Przeprowadzamy ocene ryzyka kluczowych dostawcéw, ktérzy przetwarzajg Dane Osobowe, i okresowo

weryfikujemy ich Srodki techniczne i organizacyjne, aby zapewni¢ odpowiedni poziom ochrony.

9) Przechowywanie danych

Przechowujemy Dane Osobowe tylko tak dtugo, jak jest to konieczne do realizacji celéw opisanych w niniejszej
Polityce (zob. Sekcja 5), w tym do spetnienia wymogdéw prawnych, ksiegowych lub sprawozdawczych,
rozwigzywania sporow i egzekwowania naszych umow. Gdy dane nie sg juz potrzebne, usuwamy je lub
anonimizujemy, chyba ze dtuzszy okres przechowywania jest wymagany lub dozwolony przez obowigzujgce

prawo.

9.1 Okresy/warunki przechowywania wedtug kategorii



o Dane konta i profilu (imie, e-mail, preferencje). Przechowywane tak dtugo, jak konto jest aktywne, a
nastepnie zazwyczaj do 24 miesiecy po ostatniej aktywnos$ci — w celach wsparcia, zapobiegania oszustwom i
prowadzenia dokumentacji, chyba ze wczesniej zazgdasz ich usuniecia (z zastrzezeniem obowigzkéw
prawnych).

o Udziat w testach i wyniki (odpowiedzi, znaczniki czasu, wyniki, certyfikaty/raporty). Przechowywane tak
dtugo, jak jest to konieczne do dostarczenia zakupionych wynikéw oraz obstugi Twoich uzasadnionych
zgdan (np. ponownego wystania), a hastepnie zazwyczaj 12-24 miesigce po ostatniej aktywnosci, chyba ze
prawo wymaga innego okresu.

o Rejestry subskrypcji i ptatnosci (plan, historia rozliczen, faktury/paragony). Podstawowe dane
transakcyjne sg przechowywane przez okres wymagany przepisami podatkowymi i rachunkowymi
(zazwyczaj 7 lat w wielu jurysdykcjach).

o Tokeny/metadane ptatnosci (bez petnych numeréw kart). Przechowywane tak dtugo, jak jest to
potrzebne do obstugi reklamacji, zapobiegania oszustwom i rozliczen, zazwyczaj do okresu
przechowywania danych transakcyjnych.

o Komunikacja z obstuga klienta (e-maile, zgtoszenia, zatgczniki). Przechowywana tak dtugo, jak
zgtoszenie jest otwarte, a nastepnie zazwyczaj 12-24 miesigce w celach zapewnienia jakosci, szkoleniowych
oraz w celu dochodzenia/obrony roszczen prawnych.

e Dzienniki bezpieczenstwa/oszustw (dostep, autoryzacja, wskazniki naduzy¢€). Przechowywane przez
okres potrzebny do zapewnienia bezpieczenstwa, zazwyczaj 6-24 miesigce lub dtuzej, jesli jest to
wymagane do badania incydentéw lub przestrzegania prawa.

o Dane analityczne/diagnostyczne (zagregowane statystyki uzycia, logi btedéw). Przechowywane w formie
mozliwej do identyfikacji tylko tak dtugo, jak jest to konieczne do rozwigzywania problemoéw i ulepszania
ustug, nastepnie anonimizowane lub agregowane w celu analizy trendow dtugoterminowych.

» Rejestry prawne/zwigzane z zgodnoscig (zgody, zadania dotyczgce prywatnosci). Przechowywane
zgodnie z wymogami prawa (np. w celu wykazania zgodnosci z obowigzkami w zakresie zgdd i realizac;i
praw osob).

9.2 Pliki cookie i podobne technologie

Okresy przechowywania plikow cookie/SDK rdznig sie w zaleznosci od typu i celu. Pliki cookie sesyjne wygasajg
po zamknieciu przegladarki; pliki cookie trwate pozostajg przez okreslony czas, chyba ze je usuniesz. Zobacz
Sekcje 6 (Pliki cookie, analityka i reklama) oraz narzedzie Ustawienia plikéw cookie (oraz, jesli dostepne, liste

plikdw cookie w tym narzedziu), aby uzyskac szczegoty i opcje.

9.3 Anonimizacja i agregacja

W odpowiednich przypadkach anonimizujemy lub agregujemy dane, aby nie mozna byto Cie na ich podstawie
zidentyfikowad. Utrzymujemy takie dane w tej formie i nie podejmujemy proéb ich ponownej identyfikacji. Dane
zagregowane/zanonimizowane mogg byc¢ przechowywane i wykorzystywane do uzasadnionych celéw

biznesowych (np. ulepszania ustug, statystyk).

9.4 Kryteria, ktére stosujemy

Przy ustalaniu okresu przechowywania danych bierzemy pod uwage: (i) wolumen, charakter i wrazliwos¢
danych; (ii) cele przetwarzania i mozliwos¢ ich osiggniecia innymi Srodkami; (iii) wymogi prawne/regulacyjne; (iv)
ryzyko szkody w przypadku nieautoryzowanego uzycia lub ujawnienia; oraz (v) nasze zobowigzania umowne i

mozliwos¢ realizacji zgdan uzytkownikow.

9.5 Usuwanie danych na zadanie
Z zastrzezeniem obowigzujgcego prawa i udokumentowanych wyjatkdw (np. obowigzki podatkowe/prawne,
bezpieczenstwo lub rozstrzyganie sporéw), realizujemy zgdania usuniecia danych — zobacz Twoje prawa (Sekcje

111 12), aby dowiedziec sig, jak ztozy¢ wniosek.



10) Bezpieczenstwo

Wdrazamy rozsadne srodki techniczne i organizacyjne majgce na celu ochrone Danych Osobowych przed
przypadkowym lub niezgodnym z prawem zniszczeniem, utratg, zmiang, nieuprawnionym ujawnieniem lub
dostepem. Srodki te sg dostosowane do charakteru danych i naszych dziatai przetwarzania oraz sa okresowo

przegladane.

Co to zazwyczaj obejmuje (przyktadowo):

o Kontrola dostepu i zasada najmniejszych uprawnien: dostep oparty na rolach, koniecznos¢ znajomosci
danych, zabezpieczenia uwierzytelniania.

o Szyfrowanie i bezpieczenstwo transmisji: szyfrowanie danych podczas przesytania i przechowywania, tam
gdzie to wiasciwe; bezpieczne protokoty transmisji.

e Ochrona sieci i aplikacji: segmentacja, rejestrowanie/monitorowanie, zarzadzanie lukami bezpieczenstwa i
kontrola zmian.

e Nadz6r nad dostawcami: umowne wymogi dotyczgce bezpieczenstwa dla ustugodawcow oraz okresowe
oceny ryzyka.

e Odpornos¢ i odzyskiwanie: kopie zapasowe oraz procedury ciggtosci dziatania/reakcji na incydenty
zaprojektowane w celu ograniczenia przestojéw i utraty danych.

Brak absolutnej gwarancji.
Zadna metoda transmisji ani przechowywania nie jest w 100% bezpieczna. Cho¢ staramy sie chroni¢ Twoje dane,

nie mozemy zagwarantowac catkowitego bezpieczenstwa.

Reakcja na incydenty i powiadomienia.
Jesli dowiemy sie o naruszeniu bezpieczenistwa, ktére dotyczy Danych Osobowych, przeprowadzimy dochodzenie
oraz powiadomimy osoby, ktérych dane dotyczg, i/lub odpowiednie organy nadzorcze, zgodnie z

obowigzujacym prawem oraz naszymi procedurami reagowania na incydenty.

Twoja rola.
Jestes$ odpowiedzialny za zachowanie poufnosci danych logowania do swojego konta oraz za niezwtoczne
powiadomienie nas o podejrzeniu nieautoryzowanego dostepu do Twojego konta (zobacz Sekcje 4 oraz Twoje

wybory dotyczace prywatnosci, aby poznac opcje kontaktu).

11) Twoje prawa

Mozesz posiadac prawa dotyczgce swoich Danych Osobowych zgodnie z Obowigzujgcym Prawem. Mozesz ztozyc
whiosek za posrednictwem Twoje wybory dotyczagce prywatnosci (link w nagtdéwku/stopce) lub wysytajac
wiadomos$c¢ e-mail na adres privacy@wwiqtest.com (lub info@wwiqtest.com). Mozemy poprosic¢ Cie o
potwierdzenie tozsamosci przed realizacjg wniosku. Niektére prawa mogg podlegac ograniczeniom lub

wyjatkom (np. gdy spetnienie wniosku naruszatoby prawa innych oséb lub obowigzki prawne).

11.1 UE/EOG

Jesli znajdujesz sie w UE/EOG (a w przysztosci, jesli bedziemy kierowac nasze ustugi réwniez do Wielkiej Brytanii),

przystugujg Ci nastepujgce prawa na mocy RODO (oraz brytyjskiego RODO, jesli ma zastosowanie):

o Dostep — uzyskanie potwierdzenia, czy przetwarzamy Twoje Dane Osobowe, oraz otrzymanie ich kopii.



Sprostowanie — poprawienie nieprawidtowych lub niekompletnych Danych Osobowych.

Usuniecie — zgdanie usuniecia danych w okreslonych sytuacjach (np. gdy nie sg juz potrzebne; wycofujesz

zgode i nie ma innej podstawy prawnej; przetwarzanie jest niezgodne z prawem).

Ograniczenie — zgdanie ograniczenia przetwarzania w okreslonych przypadkach (np. podczas weryfikacji

poprawnosci danych).

Przenoszalnos¢ — otrzymanie Danych Osobowych, ktére nam przekazate$, w ustrukturyzowanym,

powszechnie uzywanym formacie nadajgcym sie do odczytu maszynowego oraz (jesli technicznie mozliwe)

przekazanie ich innemu administratorowi, jesli przetwarzanie odbywa sie na podstawie zgody lub umowy i

jest realizowane w sposdb zautomatyzowany.

e Sprzeciw — wyrazenie sprzeciwu wobec przetwarzania opartego na uzasadnionych interesach, w tym
profilowania na tej podstawie; zaprzestaniemy przetwarzania, chyba ze wykazemy istotne uzasadnione
podstawy lub konieczno$¢ danych dla roszczen prawnych. Mozesz rowniez w dowolnym momencie wyrazic
sprzeciw wobec przetwarzania danych w celach marketingu bezposredniego.

o Wycofanie zgody — jesli przetwarzanie opiera sie na zgodzie (np. nieistotne pliki cookie/SDK lub okreSlone

dziatania marketingowe), mozesz jg wycofa¢ w dowolnym momencie (zobacz Ustawienia plikéw cookie lub

link anuluj subskrypcje w naszych e-mailach); nie wptywa to na legalnos¢ wczesniejszego przetwarzania.

Czas odpowiedzi. Odpowiadamy w ciggu jednego (1) miesigca od otrzymania zweryfikowanego wniosku. W
razie potrzeby, ze wzgledu na ztozonos$¢ lub liczbe wnioskdw, mozemy przedtuzy¢ termin o maksymalnie dwa (2)

kolejne miesigce i poinformujemy Cie o przedtuzeniu oraz jego przyczynach.

Skargi. Masz prawo ztozy¢ skarge do organu nadzorczego. Naszym gtéwnym organem nadzorczym jest Prezes
Urzedu Ochrony Danych Osobowych (UODO), Polska. Mozesz réwniez skontaktowac sie ze swoim lokalnym

organem nadzorczym.

11.2 Globalnie

W zaleznosci od miejsca zamieszkania mozesz posiadac lokalne prawa dotyczgce prywatnosci wynikajgce z
Obowigzujgcego Prawa. Jeste$ odpowiedzialny za zachowanie poufnosci danych logowania do swojego konta oraz
za niezwtoczne powiadomienie nas o podejrzeniu nieautoryzowanego dostepu do konta, wysytajgc wiadomos¢ na

adres info@wwiqtest.com. Twadj wniosek zostanie rozpatrzony zgodnie z prawem obowigzujgcym w Twojej

jurysdykcji oraz niniejszg Polityka.

Uwaga: Prawa i wybory specyficzne dla Kalifornii (w tym ,Nie sprzedawaj ani nie udostepniaj”) zostaty opisane w

Sekcji 12 (Powiadomienie o prywatnosci w Kalifornii).

12) Powiadomienie o prywatnosci w Kalifornii
(CPRA)

Niniejsza sekcja dotyczy wytacznie mieszkancéw Kalifornii i stanowi uzupetnienie pozostatych czesci niniejszej
Polityki. Terminy takie jak ,,sprzedaz”, ,udostepnianie”, ,,dostawca ustug” oraz ,wrazliwe dane osobowe (SPI)”
majg znaczenie okreslone w ustawie CCPA/CPRA. Mozesz posiadac prawa dotyczgce swoich Danych Osobowych

zgodnie z Obowigzujgcym Prawem. Mozesz ztozy¢ wniosek, wysytajgc wiadomosc¢ na adres info@wwigqtest.com (z

adresu powigzanego z Twoim kontem, jesli dotyczy). Mozemy poprosi¢ Cie o potwierdzenie tozsamosci (a w
przypadkach dozwolonych takze o potwierdzenie upowaznienia wniosku ztozonego przez upowaznionego

przedstawiciela) przed jego realizacjg. Niektére prawa mogg podlegad ograniczeniom lub wyjatkom (np. gdy
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spetnienie wniosku naruszatoby prawa innych oséb lub obowigzki prawne).

12.1 Powiadomienie przy zbieraniu danych (ostatnie 12 miesiecy i
przysztosc)

Kategorie danych, ktore zbieramy. W ciggu ostatnich 12 miesiecy (oraz w przysztosci) zebraliSmy nastepujgce

kategorie Danych Osobowych ze zrodet i w celach opisanych ponizej:

o Identyfikatory (np. imie, adres e-mail, adres IP, identyfikator konta, identyfikatory plikdw cookie/reklam).

o Dane klienta / rozliczeniowe (np. zakupy, status subskrypcji; ztokenizowane odniesienia do ptatnosci oraz,
jesli dotyczy, ostatnie 4 cyfry — nie przechowujemy petnych numerdéw kart).

o Informacje handlowe (np. zakupione produkty, informacje o okresach prébnych/odnowieniach).

o Aktywnos¢ w Internecie / sieci (np. szczegoty urzadzenia/przegladarki, odwiedzone strony, klikniecia,
znaczniki czasu).

e Przyblizona geolokalizacja (pochodzgca z adresu IP).

e Whnioski / profilowanie tworzone przez nas (np. grupowanie na podstawie wynikéw w celu wygenerowania
raportu lub personalizacji doswiadczenia w ustudze).

e Wrazliwe dane osobowe (SPI) ograniczone do danych logowania do konta (e-mail/nazwa uzytkownika +
hasto).

Kategorie, ktérych nie zbieramy. Nie zbieramy: danych dotyczacych klasy chronionej; danych biometrycznych;
danych sensorycznych; danych zawodowych/zatrudnienia; danych edukacyjnych; doktadnej geolokalizacji;
numerdéw identyfikacyjnych rzgdowych; ani danych zdrowotnych/biometrycznych lub podobnych kategorii

szczegolnych za posrednictwem Ustug.

Zrédta. Od Ciebie (gdy korzystasz z Ustug lub kontaktujesz sie z pomocg techniczng); automatycznie z Twojego
urzgdzenia/przegladarki za posrednictwem plikdw cookie/SDK; od dostawcéw ustug (np. analityka, zapobieganie
oszustwom, przetwarzanie ptatnosci); oraz z ograniczonych publicznych/komercyjnych Zrédet (np. przypisanie

adresu IP do regionu).

Cele. Aby Swiadczy¢ Ustugi (testy/wyniki, IQBooster), obstugiwac konta, przetwarzaé zakupy/odnowienia,
zapewniac wsparcie, utrzymywac bezpieczenstwo/zapobieganie oszustwom, prowadzi¢ analize i ulepszanie
ustug, wysyta¢ marketing, gdy jest to dozwolone, oraz spetnia¢ wymogi prawne/zwigzane z zgodnoscia. Zobacz

Sekcje 5 w celu uzyskania szczego6tow i podstaw prawnych RODO.

Odbiorcy. Udostepniamy Dane Osobowe nastepujgcym podmiotom:

e Dostawcy ustug przetwarzajgcy dane w naszym imieniu (hosting/CDN, bezpieczenstwo/zapobieganie
oszustwom, analityka/pomiary, diagnostyka, narzedzia wsparcia, dostawa e-maili, rozliczenia/logistyka).

e Niezalezni administratorzy danych, gdy wybierasz ich ustugi (np. PayPal).

e Organy/inne podmioty zgodnie z wymogami prawa oraz w ramach transakcji korporacyjnych (zobacz
Sekcje 7).

Okres przechowywania. Dane Osobowe przechowujemy przez okresy/oparte na kryteriach opisanych w Sekcji 9
(Okres przechowywania) (np. dane konta przez okres aktywnosci + ograniczony czas, dane transakcyjne
zasadniczo przez 7 lat, logi bezpieczenstwa przez okres potrzebny do ich cyklu zycia, pliki cookie zgodnie z ich

okresem waznosci).

Sprzedaz/Udostepnianie.

e Nie ,sprzedajemy” Danych Osobowych za pienigdze.



e Mozemy ,udostepnia¢” Dane Osobowe w celach reklamy kontekstowej (cross-context behavioral
advertising), zgodnie z prawem Kalifornii — gtéwnie identyfikatory online (np. identyfikatory
cookie/reklamowe) oraz aktywnos¢ w Internecie/sieci zbierang za pomocg plikow cookie/SDK, a w
ograniczonych przypadkach wnioski stuzgce personalizacji doswiadczenia lub pomiarowi kampanii. Mozesz
zrezygnowac zgodnie z opisem ponizej.

Jak zrezygnowac z ,,sprzedazy/udostepniania”. Uzyj opcji Nie sprzedawaj ani nie udostepniaj moich danych
osobowych oraz dostosuj Ustawienia plikow cookie (linki znajdujg sie w nagtdéwku/stopce). Rezygnacja dotyczy

konkretnej przegladarki/urzadzenia, chyba Ze zostata dokonana podczas zalogowania (jesli dostepne).

12.2 Wrazliwe dane osobowe (SPI)

Przetwarzamy SPI wytgcznie jako dane logowania do konta (e-mail/nazwa uzytkownika + hasto) w celu
uwierzytelniania, bezpieczenistwa i zapobiegania oszustwom. Nie uzywamy SPI do wnioskowania o Twoich
cechach. Poniewaz nie wykorzystujemy SPI w innych celach, nie oferujemy obecnie linku ,,Ogranicz

wykorzystanie moich wrazliwych danych osobowych”.

12.3 Twoje prawa w Kalifornii i jak z nich skorzystac

Twoje prawa. Z zastrzezeniem wyjgtkow, mieszkancy Kalifornii majg prawo do: (1) Wiedzy/Dostepu (w tym do
poszczegdlnych danych), (2) Usuniecia, (3) Sprostowania nieprawidtowych danych osobowych, (4)
Przenoszalnosci oraz (5) Rezygnacji ze sprzedazy lub udostepniania (w tym reklamy kontekstowej). Nie

dyskryminujemy Cie za korzystanie z tych praw (np. brak odmowy ustug, réznych cen czy jakosci).

Jak ztozy¢ wniosek. Skorzystaj z opcji Twoje wybory dotyczgce prywatnosci (link w nagtéwku/stopce) lub napisz

na info@wwiqtest.com.

e Potwierdzimy wniosek w ciggu 10 dni i odpowiemy w ciggu 45 dni od jego weryfikacji (mozemy wydtuzy¢ o
kolejne 45 dni, jesli jest to dozwolone).

o Zweryfikujemy Twojg tozsamosc (oraz, jesli dotyczy, upowaznienie przedstawiciela). Przedstawiciele muszg
dostarczy¢ pisemne petnomocnictwo lub upowaznienie; mozemy poprosi¢ o bezposrednie potwierdzenie
przez Ciebie.

Rezygnacja ze sprzedazy/udostepniania. Zt6z wniosek poprzez Nie sprzedawaj ani nie udostepniaj moich
danych osobowych i zarzgdzaj Ustawieniami plikdw cookie. Rezygnacja ogranicza wykorzystywanie/ujawnianie

danych w celach reklamy kontekstowe;.

Sygnaty preferencji rezygnacji (GPC). Honorujemy rozpoznawane sygnaty preferencji rezygnac;ji (takie jak
Global Privacy Control) jako wazne zgdanie rezygnacji ze sprzedazy/udostepniania dla danej
przegladarki/sesji. Aby rozszerzy¢ preferencje na inne urzadzenia, uzyj linku Nie sprzedawaj/nie udostepniaj

podczas logowania (jesli dostepne).

Nieletni (ponizej 18 lat). Nie Swiadczymy Ustug ani nie gromadzimy swiadomie Danych Osobowych oséb
ponizej 18 lat. Nie sprzedajemy ani nie udostepniamy swiadomie danych konsumentéw ponizej 18 roku zycia.
Jesli dowiemy sie, ze takie dane zostaty zebrane lub ujawnione, natychmiast je usuniemy. Jesli uwazasz, ze
posiadamy dane dotyczgce osoby niepetnoletniej, skontaktuj sie z nami przez Twoje wybory dotyczgce

prywatnosci lub info@wwiqtest.com.



13) Dzieci i nastolatkowie

Tylko 18+. Ustugi sg przeznaczone wytacznie dla oséb, ktére ukonczyty 18 lat (zobacz nasze Warunki). Prosimy,

aby osoby ponizej 18 roku zycia nie korzystaty z Ustug.

Brak Swiadomego gromadzenia danych dzieci ponizej 13 roku zycia. Nie gromadzimy Swiadomie danych
osobowych od dzieci ponizej 13 roku zycia. Jesli jestesS rodzicem lub opiekunem i uwazasz, ze Twoje dziecko
przekazato nam dane osobowe, prosimy o niezwtoczny kontakt za posrednictwem Your Privacy Choices lub pod

adresem privacy@wwiqtest.com.

Co robimy, jesli dowiemy sie o danych osoby niepetnoletniej. Jesli dowiemy sie, ze zebraliSmy dane osobowe
od osoby ponizej 18 roku zycia (w tym ponizej 13 lat), podejmiemy nastepujgce kroki:
e Usuniemy dane osobowe bez zbednej zwtoki;

o Zakonczymy wszelki zwigzany z tym dostep do Ustug; oraz
e Podejmiemy uzasadnione kroki, aby zapobiec dalszemu gromadzeniu danych.

Mozemy poprosic¢ rodzica lub opiekuna o przekazanie informacji wytgcznie w celu weryfikacji zgtoszenia i

zakonczenia procesu usuniecia danych.

14) Jak sie z nami skontaktowac

W przypadku pytan lub présb dotyczgcych niniejszej Polityki prywatnosci lub Twoich danych osobowych mozesz

skontaktowac sie z nami pod adresem:
E-mail

e privacy@wwiqtest.com
e info@wwiqtest.com

Adres korespondencyjny
CELL.KOMUNIKACIJA Sp. z o.0.
Ul. Rynek Gtéwny 28

31-010 Krakdéw, Matopolskie
Polska

15) Zmiany w niniejszej Polityce

Od czasu do czasu mozemy aktualizowad niniejszg Polityke prywatnosci. Data ,,Ostatniej aktualizacji” widoczna

na poczatku tej strony wskazuje najnowsze zmiany.

Jak powiadamiamy o zmianach.

o W przypadku istotnych zmian podejmiemy uzasadnione dziatania, aby powiadomi¢ uzytkownikéw (na
przyktad, publikujgc wyrazne ogtoszenie na stronie internetowej i/lub wysytajac wiadomos$¢ e-mail na adres
powigzany z kontem, jesli jest dostepny).

e Pozostate aktualizacje bedg obowigzywac¢ od momentu opublikowania zaktualizowanej Polityki wraz z nowa
datg Ostatniej aktualizacji.



Kiedy zmiany wchodza w zycie.

o Istotne zmiany wchodzg w zycie po uptywie siedmiu (7) dni od momentu powiadomienia, chyba ze w
powiadomieniu okreslono dtuzszy okres lub wymaga tego prawo.

e Zmiany wprowadzone w celu spetnienia wymogdéw prawnych, regulacyjnych, bezpieczenstwa lub
operacyjnych mogg wejs¢ w zycie natychmiast, jesli jest to dozwolone przez prawo.

Twoje wybory.

Jesli nie zgadzasz sie z nowg wersjg Polityki, powinienes$ zaprzesta¢ korzystania z Ustug i dostosowac swoje
preferencje (np. Ustawienia plikdw cookie), a jesli dotyczy — anulowaé€ subskrypcje zgodnie z opisem w
naszych Warunkach. Dalsze korzystanie z Ustug po dacie wejscia w zycie zmian oznacza akceptacje

zaktualizowanej Polityki.

Brak dziatania wstecz w odniesieniu do sporéw.
Aktualizacje niniejszej Polityki prywatnosci nie dziatajg wstecznie i nie majg zastosowania do sporéw miedzy Tobg

a nami, ktére powstaty przed datg wejscia w zycie zaktualizowanej Polityki.

Ostatnia aktualizacja: 16.10.2025

* Nasze tresci sg oferowane w wielu jezykach, z wykorzystaniem ttumaczen wspomaganych przez ludzi i sztuczng
inteligencje. Doktadamy wszelkich staran, aby zapewni¢ ich poprawnos¢, jednak angielska wersja jezykowa

stanowi oficjalny i prawnie wigzacy tekst.



